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INFORMATION ON THE PROCESSING OF PERSONAL DATA 

This communication is made available to you - pursuant to art. 13 and 14 of the European Regulation 2016/679 
regarding the protection of personal data ("Regulation" or "GDPR") - and is aimed at all interested parties in the 
processing of personal data carried out by CAVOURESE S.p.A. regarding video surveillance. 
All data are processed in a lawful, correct and transparent manner towards the interested party, in compliance with 
the general principles established by EU Regulation no. 2016/679 and current legislation on the protection of personal 
data. 

1. DATA CONTROLLER 

The Data Controller, to whom you can contact to assert the rights referred to in the art. 8 subsequently referred to, is 
CAVOURESE S.p.A., Tax Code and Turin Company Register no. 00519860019, REA Turin n. 187789, VAT number 
00519860019, tel. +390113970000, email privacy@cavourese.it. The Data Controller has designated a Data Protection 
Officer (DPO) who can be contacted at the email address privacy@cavourese.it. 

2. TYPES OF DATA COLLECTED PURPOSE AND LEGAL BASIS OF THE PROCESSING 

The images (which are personal data) are collected via video surveillance systems positioned on public transport, in 
warehouses and at the Data Controller's offices. The purpose of the processing is the control of the operation, the 
protection of the safety of customers and employees, as required by the existing service contract, the protection of 
the Owner's assets, also through the documentation of unforeseen and incidental events. 
The legal bases of the processing are constituted by the legitimate interest in the protection of assets (art. 6 par. 1 
letter f) EU Regulation 2016/679) and the execution of a task of public interest pursuant to the art. 6 par. 1 letter e) of 
EU Regulation 679/2016. 
Appropriate and clearly visible information pictograms are placed near each video-monitored area and before the 
camera's range of action. 

3. METHOD, PLACE AND DURATION OF PROCESSING 

Personal data is processed using IT and/or telematic tools. The processing is carried out using organizational methods 
and with logic strictly related to the purposes indicated. 
The Data Controller has implemented technical and organizational measures to provide an adequate level of security 
and confidentiality to personal data. These measures take into consideration the state of the art of the technology, the 
costs of its implementation, the nature of the data and the risks associated with its processing. The purpose is to protect 
data from accidental or unlawful destruction or alteration, accidental loss, unauthorized disclosure or access, and from 
other unlawful forms of processing. The data is not subject to an automated decision-making process. 
The data is processed at the operational offices according to which the Company is organized, and at companies 
appointed and duly appointed as Data Processors. 
The data will be stored for a maximum of 7 days, without prejudice to any retention terms established by law or by the 
Regulations for the use of the Video Surveillance System adopted by the Data Controller. 

4. CATEGORIES OF SUBJECTS TO WHOM THE DATA MAY BE COMMUNICATED 

Images, videos and all personal data are processed by authorized personnel formally appointed by the data controller 
and may be communicated to law enforcement and judicial authorities, and available to companies supplying goods 
and/or services connected to the processing. The updated list of Managers can always be requested from the Data 
Controller. 

5. USERS' RIGHTS WITH REGARD TO THEIR PERSONAL DATA 
The interested party, i.e. the natural person to whom the personal data refers, has the right to ask the Data Controller 
to access their personal data, to rectify or delete them, as well as to request the limitation or oppose their processing. 
The interested party is also the holder of the right to data portability. To exercise these rights, you can refer to the 
contacts indicated in this information. 
All requests received will be processed and verified in accordance with what is specifically provided for by the applicable 
rules, also with reference to the actual existence of the conditions for their acceptance. In the absence of such existence, 
the Data Controller may not follow up on the requests. The Data Controller makes every effort to respond to legitimate 
and well-founded requests within one month of their receipt. Depending on the complexity and number of requests, as 
well as what is indicated above, this deadline may be extended by two months. Upon the outcome of the management 
of the request and against the same, the interested party has the possibility to lodge a complaint with the supervisory 
authority www.garanteprivacy.it and to lodge a judicial appeal. 


